‘Life in all its fullness through Learning and

Love’

St Mary & St Paul’s CE primary School Safeguarding Curriculum

E — Safety Lessons — Whole School Approach

Each year the E-Safety sessions are devised to be part of the PSHE curriculum
but are taught as bespoke sessions as part of our computing sessions.

These sessions change each year and are dependent on the needs of the pupils
at the time, together with the advices received from national e-safety
organisations such as :

UK Council for Child Internet Safety (UKCIS
NSPCC

UK Safer Internet Centre

ThinkUknow

INEQE Safeguarding group

In addition to these focused days, each class teacher has the opportunity to
teach sessions which deal with any issues that arise in school.



In the past, these have included :

- Disclosure of personal information online

- Befriending people online who you don’t know / friend requests
- Use of cameras on laptops / tablets

- Social media usage

- Appropriate age related apps / gaming sites

- Online gaming

- Reporting issues that concern the children

- Messaging apps and unkind comments

Resources for the sessions are provided by the Computing Co-ordinator and
are stored on the school drive.

Safer Internet Day — 10" February 2026

Too good to be true? Protecting yourself and others from scams online.

Safer Internet Day is the UK’s biggest celebration of online safety. Each year we
cover an online issue or theme that speaks about the things young people are
seeing and experiencing online. Created in consultation with young people
across the UK, this year Safer Internet Day will be focusing on the issue of
scams online and for young people, how to protect themselves and others, as
well as what support is available to them.

This Safer Internet Day we will assess the real scale of this issue and allow
young people to share their experiences and ideas on how to tackle the
problem. We’ll build on the important work being done to raise awareness of
issues such as online financial sextortion and we’ll also consider the future of
scams, answering questions such as:

How is changing technology like generative Al going to impact the approach of
scammers?

What role can the government and internet industry take to tackle this threat?
And what changes would young people like to see to help protect themselves
moving forward?

https://saferinternet.org.uk/safer-internet-day/safer-internet-day-2025
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Be as kind to people
online as you would
be to them in the

playground.

Keep personal
information private; this
includes your last name,

passwords, photos and
school name.
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Check the age restrictions
of games, apps and websites.
You might not be
old enough!
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Only post photos
or videos of
people if you have
asked their
permission first.




